Kunci jawaban :

1. Menjodohkan
2. I
3. G
4. C
5. A
6. L
7. E
8. H
9. F
10. B
11. D
12. 1. Jenis keamanan jaringan berdasarkan cara interaksinya
13. Keamanan yang bersifat fisik *(physical securit*y
14. Keamanan yang berhubungan dengan orang (personel)
15. Keamanan dari data dan media serta teknik komunikasi *(communication*s)
16. Keamanan dalam operasi
17. Wiretapping
18. *Denial of servic*e, dilakukan misalnya dengan mematikan peralatan atau membanjiri saluran komunikasi dengan pesan-pesan (yang dapat berisi apa saja karena yang diutamakan adalah banyaknya jumlah pesan).
19. Identifikasi user (username dan password)

Profil resiko dari orang yang mempunyai akses (pemakai dan pengelola).

1. Carding, pencurian data terhadap identitas perbankan seseorang, misalnya pencurian nomor kartu kredit, digunakan untuk memanfaatkan saldo yang terdapat pada rekening tersebut untuk keperluan belanja online.

Deface, perubahan terhadap tampilan suatu website secara illegal

1. Kebijakan
2. Enkripsi merupkan proses yang dilakukan untuk mengamankan sebuah pesan (yang disebut *plaintext*) menjadi pesan yang tersembunyi (disebut *ciphertext*)
3. Kebijakan
4. Saya Sekolah di SMK N Magelang Jurusan Teknik Komputer Jaringan
5. Ulangan Sistem Keamanan Jaringan